Follow the steps below when receiving this error.

(This Help document was made modeled after Java 8 u26. While the information to make older versions work is in
this document, it will not match up step for step. The steps required to make older versions work are underlined. If
you are unable to get virtual office to work with these instructions please update your Java to the newest version.)
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| @ https://sslvpn.Irhc.org/cgi-bin/javaVersionTestfapp=rdp&bmld=3

Testing for Java compatibility...

@] Error. Click...

e Go to Windows Control Panel and in the top right corner by “View by” select “Small icons” and

select “Java”

@Qv@ » Control Panel » All Control Panel Iterns »

R | 3 | | Search Control Panel

Adjust your computer's settings
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éLI' Recovery
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@ Power Options
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1% System
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@ Backup and Restore
@ Default Programs
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Intemet Options
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Once you are in the Java Control Panel select the “Security” tab and change the Security Level to
High and make sure Enable Java content in the browser box is checked, Then click the button on

lower right to “Edit Site List”
- -
(i oo

| General | Update | Java ié_SEUint?El Advanced

Enable Java content in the browser

Security level for applications not on the Exception Site list

() Wery High - Only Java applications identified by a certificate from a trusted authority are
allowed to run, and anly if the certificate can be verified as not revoked.

@ High - Java applications identified by a certificate from a trusted authority are allowed to
run, even if the revacation status of the certificate cannot be verified.

Exception Site List

Applications launched from the sites listed below will be allowed to run after the appropriate security
prompts.

https:/fsslvpn.Irhc.org o
https:/fwww.Irhc.org [ Edit Site List. .. ]

Restore Security Prompts ] [ Manage Certificates... ]

oK ][ Cancel Apply




e C(Click add and then add in these two sites
https://sslvpn.Irhc.org

https://www.Irhc.org

i [

4| Exception Site List | %

Applications launched from the sites listed below will be allowed to run after the appropriate security prompts.

Location

https: /fssivpn.rhc.org

hitps:/fwww.Irhc.org

Add Remaove
"’?‘h FILE and HTTP protocols are considered a security risk, We recommend using HTTPS sites where available.

[ QK ] [ Cancel

e Click Ok


https://sslvpn.lrhc.org/
https://www.lrhc.org/

Click on the “Advanced” tab and scroll to the bottom and check the box next to “Use SSL 2.0
compatible ClientHello format”

| General | Update | Java | Security |§P-d"-fﬁﬂCEd |

----- Warn if site certificate does not match hostname
----- [] show site certificate from server even if it iz valid
ixed code (sandboxed vs. trusted) security verification
‘@ Enable - show warning if needed

----- (7 Enable - hide warning and run with protections

1 Enable - hide warning and don't run untrusted code
----- () Disable verification (not recommended)

Perform certificate revocation checks on

----- (") Publisher's certificate only

i All certificates in the chain of trust

----- (71 Do not check (not recommended)

heck for certificate revocation using

----- () Certificate Revocation Lists (CRLs)

1 Online Certificate Status Protocol (QCSF)

) Both CRLs and OCSP

=

[

-

dvanced Security Settings

----- se certificates and keys in browser keystore
----- Enable blacklist revocation check

----- Enable caching password for authentication
----- Use 551 2.0 compatible ClientHello format

----- Use 55L 3.0

----- Use TLS 1.0

----- Use TLS 1.1

----- Use TLS 1.2

iscellaneous

----- |:| Place Java icon in system tray

----- [7] Suppress sponsor offers when installing or updating Java |

m

=

1

| ok || cancel Apply

Click “Apply” and then close




e Then gointo Internet Explorer and click on the settings button (looks like a gear) in the top right
corner and select “Internet Options”
o Select the “Security” tab
= (Click the “Trusted Sites” icon
= (Click “Sites”
= Add these two sites

e https://sslvpn.Irhc.org

e https://www.Irhc.org

™y

Internet Options il |£

General | Security |F‘ri'u'ac5-' | Content | Connections | Programs | .ﬁ.d‘uanced|

Select a zone to view or change security settings.

@ & v O

Internet Local intranet  Trusted sites  Restricted
siteg

e e
f This zone contains websites that you __
ol -

. A e

Y

Trusted sites | EZ |

¥ou can add and remove websites from this zone. All websites in
& this zone will use the zone's security settings.

Add this website to the zone:
Add

Websites;

https: ffsslvpn.Irhc.org Remove
https: ffwww . Irhc.org

Require server verification (https:) for all sites in this zone

Close

e Click Close and then click Ok to exit out of “Internet Options”

e Close out of all Internet Explorer windows and reopen and try to sign in.
e You will get prompted multiple times when signing into virtual Office, click continue on these
prompts, they may have a box that you can check to not show this message again.


https://sslvpn.lrhc.org/
https://www.lrhc.org/

